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Laura Clark Fey 
Fey LLC 

 
 
Current Employer-Title Fey LLC Attorneys at Law-Privacy & Information Governance Solutions, Principal 
 
Profession A lawyer with 25 years of experience, specializing in global data privacy and 

corporate information governance (CIPP/E, CIPP/US, CIPM, FIP). 
 
Work History Principal, Fey LLC Attorneys at Law, 2014 - Present; Partner, Daley & Fey 

(formerly Daley Crowley), 2009 - 2014; Associate-Equity Partner/Litigation and 
Trial Attorney, Shook, Hardy & Bacon, 1996 - 2009; Associate, Polsinelli, White, 
Vardeman & Shalton, 1995 - 1996; Trial Attorney, U.S. Department of Justice, 
Honor’s Program, 1992 - 1995. 

 
Experience & Expertise 
in U.S. Privacy Law and 
EU Data Protection Law 

Laura, a Certified Information Privacy Professional for Europe and the U.S. and a 
Certified Information Privacy Manager, leads a boutique data privacy and 
information governance law firm.  The International Association of Privacy 
Professionals (IAPP) selected Laura as a member of its inaugural class of Fellows of 
Information Privacy (FIP).   
 
For many years, Laura has utilized her deep privacy and cybersecurity expertise to 
help U.S. and multinational corporations develop and implement practical, legally 
compliant solutions to their unique global data privacy and cybersecurity 
challenges.  She has helped corporate clients in a wide variety of industries 
implement people, process and technology solutions designed to assist them in 
meeting a host of privacy and security obligations.  Over the years, Laura has 
counseled corporate clients on a wide variety of EU data protection issues.  She has 
provided clients with comprehensive data breach response assistance.  Laura also 
has provided guidance to individuals seeking to exercise their data subject rights and 
to resolve disputes relating to the handling of their personal data. 

 
Experience & Training 
in Alternative Dispute 
Resolution 

Laura is a former litigator and trial attorney with significant experience resolving 
high stakes matters.  Her excellent questioning and listening skills enable Laura to 
understand the perspectives of all parties to a dispute, and to develop the facts 
needed to resolve disputes.  Laura’s clients have even retained her to resolve 
complex, high stakes matters being litigated by other law firms and to bring together 
employees with diverse and sometimes conflicting perspectives to develop creative, 
effective solutions to complex privacy and cybersecurity challenges. 

 
Professional Licenses Admitted to the Bar:  Kansas, 1992; Missouri, 1996. 
 
Professional 
Associations 

IAPP (2012-Present); IAPP KnowledgeNet Chair (Kansas City) (2014-Present); 
DRI Center for Law and Public Policy's Globalization Working Group 
(2017-Present); DRI  Cybersecurity and Data Privacy Committee  (2016-Present); 
DRI Privacy Committee Chair (2017-Present). 
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Education University of Kansas (J.D., 1992; B.S., with Distinction, 1989). 
 
Languages English 
 
Publications, Speeches 
& Testimony 

Selected Presentations: 
Speaker, EU GDPR Discussion, Personify, Inc. User Conference, Chicago, IL, 
November 9, 2017; Speaker, Third-Party Vendor Selection and Contracting:  
Limiting Risk under the Privacy Shield, GDPR, and Privacy Regulations 
Worldwide, IAPP Denver KnowledgeNet, Denver, CO, September 27, 2017; 
Speaker, Overcoming EU GDPR Challenges at the Intersection of Privacy and 
Security, Alliance Leadership Summit, Denver, CO, September 26, 2017; 
Moderator, Ask a Regulator and Prosecutor Panel, DRI, Cybersecurity and Data 
Privacy Program, Chicago, IL, September 8, 2017; Speaker, The Future of Global 
Privacy:  Challenges in a Connected World, DRI, Cybersecurity and Data Privacy 
Program, Chicago, IL, September 7, 2017; Speaker, Recent Developments in State 
and Federal Privacy and Security Laws and Regulations, Association of Corporate 
Counsel, Mid-America Chapter, Omaha, NE, April 12, 2017; Panelist, Cyber 
Security Panel Discussion, 2017 Lockton Companies Inc. Restaurant Forum, 
Kansas City, MO, February 28, 2017; Speaker, Data Retention and Disposition: 
Business and Legal Drivers and Good Practices, KC CIO Exchange, Overland 
Park, KS, September 20, 2016; Speaker, The Internet of You: The Ethical, Privacy 
and Legal Implications of Connected Devices, Midwest Privacy Forum, Omaha, 
NE, September 14, 2016; Speaker, The Countdown Begins: Preparing to Meet 
Substantially Increased Compliance Obligations Under the EU GDPR, IAPP 
KnowledgeNet, Kansas City, KS, June 24, 2016; Speaker, GDPR Countdown: 716 
Days – Will You Be Ready?, Corporate Counsel, Webinar, June 8, 2016. 
 
Selected Publications: 
Co-Author, GDPR Is a Global Game Changer, DRI For the Defense, October 2017; 
Co-Author, Critical Information: Why a Robust Information Governance Program 
Is Important to Mitigating Legal Risks for Your Organization, AIM + FIM Insight, 
May 13, 2016; Co-Author, No HIPAA, No Problem? Not Necessarily. State Law 
Privacy and Security Challenges for Consumer Health Devices, The Data & 
Security Dispatch, Vol. 2, No. 1, May 2016; Co-Author, Shielding Personal 
Information in eDiscovery, Pratt’s Privacy & Cybersecurity Law Report, Vol. 1, 
No. 3, November/December 2015; Co-Author, Stormy Digital Weather Ahead: The 
Forecast for Cross-Border eDiscovery in the Context of Litigation and Regulatory 
Investigations, International In-House Counsel Journal, Vol. 7, No. 25, Autumn 
2013; Co-Author, Recent Developments Regarding the Proposed EU Data 
Protection Regulation, Financier Worldwide, April 2013; Co-Author, Sending and 
Receiving Metadata: Outline of Ethical and Legal Considerations, paper prepared 
for July 25, 2012 Seminar on Emerging Ethical Risks for Attorneys, presented by 
HB Litigation Conferences in Collaboration with West LegalEd Center in New 
York, New York; Co-Author, The Practical Management of Electronic Evidence 
(United States of America), Chapter 7, Electronic Evidence, LexisNexis®, (2nd Ed., 
2010). 

 


